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1	Decision/action requested
This pCR proposes to add the conclusion of key issue#9 in TR 33.836 
2	References
[1]	TR 33.836 Study on Security Aspects of 3GPP support for Advanced V2X Services
[2]	TS 23.287 Architecture enhancements for 5G System (5GS) to support Vehicle-to-Everything (V2X) services.

3	Rationale
Solution #Y proposes a method to avoid disruption to the application layer communication while the lower layer identifier update procedure is undergoing in unicast mode of communication.	Comment by Gurbakshish Singh Toor (Monty): Refer to S3-194042
Solution #11 proposes sending duplicate messages using the old and new source Layer-2 ID for a specific “time window”. However, this would require twice the consumption of network resources. Solution #15 provides a solution that resolves that issue but it does not align with the procedure defined in TS 23.287 [2] clause 6.3.3.2 (i.e. 2-way message exchange rather than 3-way exchange). 
In case of groupcast communication, in solution #X whenever the destination Layer-2 ID is updated, the UEs belonging to the group listen to the messages from the transmitting UE (or the UE that initiates the destination Layer-2 ID update process), from both the old and the new destination Layer-2 IDs so that the messages still being sent using the old destination Layer-2 ID are not discarded.  	Comment by Gurbakshish Singh Toor (Monty): Refer to S3-194041
It is proposed that solution #Y is accepted as the way forward for normative work for key issue #9 for unicast mode and solution #X for groupcast mode.
Since the destination Layer-2 ID for broadcast communication is not changed, the application layer communication will not be impacted. So no normative work is required.
4	Detailed proposal

*** START OF CHANGES ***
7 	Conclusions
[bookmark: _Toc22735531]7.X	Conclusion on KI #9
For key issue #9 “Minimizing the impact of privacy protection mechanism in the application layer communication”, it is concluded that solution #Y is chosen as the basis for normative work for unicast mode of communication. No normative work is required for broadcast mode.
[bookmark: _GoBack]For key issue #9 “Minimizing the impact of privacy protection mechanism in the application layer communication”, it is concluded that solution #X is chosen as the basis for normative work for groupcast mode of communication. 


*** END OF CHANGES ***

