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1
Decision/action requested

Agree to proposed potential security requirements.
2
References

None.
3
Rationale

· Different trust domains require isolation.  The proposed potential security requirements explicitly identify the need to manage and support different trust domains and their security policies.  
4
Detailed proposal

5.2

Key Issue 1: Establishment of trust domains for Network Functions

5.2.3
Potential security requirements

The trust domains of 3GPP network functions should be identified.  Security policies should be applied depending on those trust domains. Solutions to this requirement need to be defined in 3GPP.

The 3GPP network should manage each trust domain separately (e.g., a separate NFV Management and Orchestration Function for that trust domain, to include all the NFs and sub-NFs within that trust domain). 
The 3GPP network should manage (e.g., define, enforce) the security policies for each trust domain independently (e.g., a separate NFV Management and Orchestration Function to manage the security policy for that trust domain).
