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1
Decision/action requested

Approve the pCR to TR 33.855 below.
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3
Rationale
Key issue #21 (Secure message transport via the SeCoP) in Scenario C is addressed by Solution #X (Telescopic FQDN for the SeCoP) introduced in [2]. It is proposed that Solution #X is basis for normative work in Scenario C. 
Additionally, is it proposed the following: The potential requirement "The SeCoP shall provide confidentiality, integrity and replay protection for its internal communication over SeCoP internal network interfaces" is basis for normative requirements. Its solution is not specified and left to implementation.
4
Detailed proposal

*** BEGIN CHANGES ***
7
Conclusions
7.x
Conclusions on Key Issue #21: Secure message transport via the SeCoP
The potential requirement "The SeCoP shall provide confidentiality, integrity and replay protection for its internal communication over SeCoP internal network interfaces" is basis for normative requirements. Its solution is not specified and left to implementation.
*** END CHANGES ***

