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1
Impacts 

	Affects:
	UICC apps
	ME
	AN
	CN
	Others (specify)

	Yes
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	X
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	X
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2
Classification of the Work Item and linked work items
2.1
Primary classification
This work item is a 
	X
	Feature

	
	Building Block

	
	Work Task

	
	Study Item


2.2
Parent Work Item 
	Parent Work Items 

	Unique ID
	Title

	
	


2.3
Other related Work Items and dependencies
	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	820018
	Work item on Architecture enhancements for 3GPP support of advanced V2X services
	Rel-16 SA work item – V2X uses SEAL

	820027
	Service Enabler Architecture Layer for Verticals
	Rel-16 SA6 work item on SEAL


3
Justification

A substantial justification appears in the work item description for the parent feature and applies to this work item description.
A set of common capabilities (e.g. group management, configuration management, identity management, location management) for a Service Enabler Architecture Layer (SEAL) for verticals has been developed by 3GPP SA6 in TS 23.434. The normative work for SEAL for verticals (SP-181141) achieved 100% completion in Rel-16 and has been approved in SA#84. This service enabler architecture is utilized by V2X applications as specified in 3GPP TS 23.286 and potentially by multiple vertical industry applications. 

SA WG3 needs to define security aspects of the service enabler architecture as identified in TS 23.434 developed by 3GPP SA6 group.
4
Objective

The objective of the work is to ensure that the functional architecture for service enabler architecture layer (SEAL) and the procedures, information flows and APIs for each service within SEAL in order to support vertical applications over the 3GPP system, do not introduce security vulnerabilities.
The objective of this work item is to provide stage 2 security and privacy related normative specification for SEAL functional architecture (for example, security aspects of SEAL-UU reference point, Key management (KM) procedures and APIs) for supporting efficient use and deployment of vertical applications over the 3GPP systems. 

Further, SA3 shall have responsibility for the security and privacy aspects of the 3GPP defined SEAL, as an assessor of the security implications and resulting required changes to technical specifications, if any. 

5
Expected Output and Time scale

	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Remarks

	TS
	33.abc
	Service Enabler Architecture Layer for Verticals (SEAL); Security Aspects; 
	TSG SA #86 
(Dec 2019)
	TSG SA #87 (March 2020)
	


	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	
	
	
	


6
Work item Rapporteur(s)
Rajavelsamy Rajadurai (Samsung), rajvel@samsung.com 
7
Work item leadership

SA3
8
Aspects that involve other WGs
SA6 for the architectural aspects
9
Supporting Individual Members
	Supporting IM name

	Samsung

	Intel

	Huawei

	HiSilicon

	AT&T

	

	

	

	

	

	

	


