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Evening Session Notes
The following documents were discussed;

	S3-192541
	TR 33.848 Annex - Administration of Virtualisation
	NCSC


The document was presented. Some rewording of bullets was discussed and it was agreed to change the bullets into a numbered list.
Document to be revised (new number required).
	S3-192542
	TR 33.848 Annex - Virtualisation Security Questions
	NCSC


The document was discussed. Ericsson highlighted that some of the questions may relate to areas outside the scope of 3GPP. However most other companies felt that having a common list of questions was very useful especially to smaller operators not present in SA3, as the answers to many of these questions were critical to having a secure implementation at the 3GPP NF level.
Gemalto and Vodafone suggested that these could also be used as evaluation criteria within the main body of the document.

The document was taken offline for further discussion.
Document to be revised (new number required).

	S3-192544
	TR 33.848 Security Threats and Requirements for Key Issue 1
	NCSC


The document was discussed. Some slight rewording of the threats and potential requirement was discussed. 
Document to be revised (New number required).

	S3-192890
	Threats and Requirements for Key Issue #2
	Nokia, Nokia Shanghai Bell


The document was discussed. Ericsson requested that solution requirement guidance should be added to the key issue description. Ericsson agreed to provide exact text to Nokia offline.
Document to be revised (New number required).
Other Conclusion:
During the discussion of S3-192544 a number of companies raised the issue of how to ultimately handle potential requirements that would lead to work in groups outside of 3GPP (e.g. ETSI NFV). It was concluded that solution requirement guidance could be added to the key issue descriptions and that simple solutions could be added to the later sections of the TR which indicate that the solution to key issue "X" is work in group "Y".

During the discussion of S3-192544, Motorola solutions highlighted that an overall architecture diagram including 3GPP NFs, virtualisation layer, hardware and security / business support systems would be helpful in identifying what is in scope of SA3 to standardise and what requires work in other groups. BT observed that SA3-LI had already done this in R15 in 33.127 in conjunction with NFV SEC in ETSI GR NFV SEC 011. BT offered to draft something for the next meeting.

Given the concensus on documents above it was concluded that another offline session (weds lunchtime 13:20 – 14:00) should be held to handle more of threats and potential requirement documents submitted to the meeting by NCSC and Nokia.
