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1
Decision/action requested

This contribution proposes that SA3 endorse that solutions for the raised AMF relocation issues are left to post Rel-15.
2
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3
Rationale

Over the last couple of SA#3 meetings, there has been much discussion on the AMF relocation issues (see [1]) that have focussed on defining the problem, looking at solutions and considering the release that solution shall be implemented in. 

In this paper we look at the impact of doing nothing in Rel-15. Firstly we focus on the use cases that cause problems. The initial observation is that there is no problem with AMF relocation when it is performed using a direct interface between AMFs. It is also not an issue when the initial AMF (the first AMF to receive the NAS message) does not need to run a NAS SMC proecdures to get hold of the complete NAS message. This issue can happen in four different ways:

1. For unprotected registrations where the UE does not have a 5G-GUTI and security context
2. For protected registations, the issue only occurs when the initial AMF can not get hold of the security context that was used to protect the Registration Request. This could happen in three ways:

a) Security context is not available in the network

b) Initial AMF is not directly connected to the old AMF

c) Old AMF will not pass the used security context to initial AMF as policy is to do a KAMF change.
The problem comes from the same underlying cause that in all of the above cases, the initial AMF will need to run a NAS SMC procedure to get the complete NAS message. In all of the above cases, the initial AMF would be aware of the potential problem as it will have run a NAS SMC, i.e. there is no reason for an AMF to run the NAS SMC and cause the problem unknowingly.
A simple solution to all these cases would be for the initial AMF to re-rout the NAS message to one of a set of AMFs that have sufficient connectivity with other AMFs in the network to be able to directly pass the UE context onto an AMFs that can serve the UE. This re-routing could be done via the NG-RAN node or directly between the AMFs. 

For case 1 this re-routing should not happen as the NG-RAN node is aware of the lack of GUTI and can automatically select one of the set of AMFs with the sufficient connectivity.
Case 2a is a very rare error case. Case 2b would be a deployment issue and should not happen frequently as MM context is lost in this case. Case 2c) can easily be solved in Rel-16 by getting the old AMF to pass the decrypted NAS message to the intial AMF.
One final comment to re-emphasise is that re-routing via the NG-RAN node can work provided the initial AMF has the security context of the UE.

From the above analysis, there is no need to solve the AMF relocation case in Rel-15 and changes for this can be left to later releases.
4
Detailed proposal

It is proposed that SA3 endorse the proposal to only make changes to mitigate the discovered AMF relocation after Rel-15. 
