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1
Decision/action requested

It is proposed to approve and add this conclusion to TR 33.861
2
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3
Rationale

Currently only solution#4 in TR 33.861[2] provides a mechanism to provide integrity protection for EDT data. Unfortunately, the solution is vulnerable to a bid down attack and cannot guarantee integrity protection in addition it breaks the user plane control plane separation principle.
It is therefore proposed to rely on the outcome of study documented in TR 33.853 for User Plane Integrity Protection. 

4
Detailed proposal

7.X
Key Issue 2: Integrity protection of small data
For integrity protection of EDT data, it is concluded to wait for the outcome of the ongoing study for User Plane Integrity Protection documented in TR 33.853.

