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1
Decision/action requested

This contribution adds a conclusion to KI#6
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3
Rationale

There are currently several solutions addressing KI#6 in TR 33.813[1], all of them introduce noticeable overhead in the sense of signalling or encryption operations. 
It is therefore suggested to rely on the fact that a UE’s default behaviour is to not send the NSSAI in AS layer as specified in TS 23.501[2] clause 5.15.9. Then potentially return to the issue of initial AMF selection in a later release.

4
Detailed proposal

***
BEGIN CHANGES
***
8.2.1
 Conclusions for key issues

For Key Issue #1 Authentication for access to specific Network Slices, a merge of Solution#1, solution#2 and Solution#4 are recommended as the basis for the normative work.
For Key Issue#2, AMF key separation, it is concluded not to consider in the present document, since the use case that this key issue is addressing, is not concluded in TR 23.740 [5]. 

For Key Issue #5, it is recommended that Solution #9 is used as the basis for normative work.

For Key Issue #6, it is recommended to rely on the default behaviour specified in 23.501[3] clause 5.15.9 in this release.
***
END OF CHANGES
***
