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1
Decision/action requested

Approve the pCR to TR 33.855 below.
2
References

[1]
3GPP TR 33.855 "Study on security aspects of the 5G Service Based Architecture (SBA)"
3
Rationale

This solution proposes to address the TLS and routing issues for the SeCoP with telescopic FQDN just as for the SEPP.
4
Detailed proposal

*** BEGIN CHANGES ***
6.x
Solution #x: Telescopic FQDN for the SeCoP
6.x.1
Introduction

This solution addresses Key Issue #20: Protection of SeCoP interfaces and Key Issue #21: Secure message transport via the SeCoP. 

The solution is based on Solution #17: Protection of SeCoP interfaces and Solution #22: Authentication and authorization between Network Functions for Indirect Communication models but adds details on the TLS and routing issues described in Key Issue #18: Inter-PLMN routing and TLS.
In Scenario C (Indirect communication without delegated discovery), the SeCoP needs to terminate TLS in order to perform its tasks. The FQDN in the Request URIs contain the FQDN of the service consumer. In order to terminate TLS, the SeCoP needs to provide a certificate on behalf of remote consumer.

6.x.2
Solution Description

This solution proposes to reuse the "telescopic FQDN" solution that is described for the SEPP in clause 13.1 of TS 33.501 [11].
6.x.3
Solution Evaluation
This solution solves the TLS and routing issues that arise when using Solution #17 and #22 in Scenario C to address Key issue #21.
*** END CHANGES ***

