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1
Decision/action requested

Aprove pCR for conclusion made to KI#6.
2
References

3
Rationale

It is proposed to conclude the study on KI#6 and start normative work. In Rel15, S-NSSAI, if sensitive, will be protected in NAS. However, it will defeat the purpose if the sensitive S-NSSAI is transmitted clear at AS layer. 

There are 3 solutions addressing the KI#6 in the TR, i.e. solution8, solution10, and solution 11. Though differences in the way to generate a temporary S-NSSAI, the principles are common and the following features are proposed to serve as the basis for the normative work:  
· S-NSSAI, if sensitive, shall be protected at the AS layer and the method should be compatible with Rel-15.

· S-NSSAI shall be protected using a temproray S-NSSAI, e.g. T-S-NSSAI, when transmitted at the AS layer after security is established. 

· The temproray S-NSSAI is generated in the serving network and sent to UE. 
· The temporary S-NSSAI is UE specific.
4
Detailed proposal

pCR 
***
BEGINNING of CHANGES
***
8.2.1
 Conclusions for key issues

For Key Issue #1 Authentication for access to specific Network Slices, a merge of Solution#1, solution#2 and Solution#4 are recommended as the basis for the normative work.
For Key Issue#2, AMF key separation, it is concluded not to consider in the present document, since the use case that this key issue is addressing, is not concluded in TR 23.740 [5]. 

For Key Issue #5, it is recommended that Solution #9 is used as the basis for normative work.
For Key Issue #6, based on the common principle from solution8, solution10, and solution 11, the following features serve as the basis for the normative work:  

· S-NSSAI, if sensitive, shall be protected at the AS layer and the method should be compatible with Rel-15.

· S-NSSAI shall be protected using a temproray S-NSSAI, e.g. T-S-NSSAI, when transmitted at the AS layer after security is established. 

· The temproray S-NSSAI is generated in the serving network and sent to UE. 

· The temporary S-NSSAI is UE specific.

 ***
End of CHANGES
***
