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TS 33.501 allows for backward secrecy when UE context is transferred from the source AMF to the target AMF. For example, in the cases of N2 handover and idle mobility registration without AMF reallocation, the source AMF uses its local configuration to dertermine whether or not to perform horizontal Kamf derviation. 
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***
START OF 1st CHANGES
***

6.9.X 
Security handling in registration with AMF reallocation via direct NAS reroute
In registration with AMF reallocation via direct NAS reroute, the initial AMF shall use its local policy to determine whether to perform horizontal Kamf derivation on current Kamf.  If the initial AMF decides not to perform horizontal Kamf derivation, the initial AMF shall send the current NAS security context to the Target AMF in Namf_Communication_N1MessageNotify. If the initial AMF decides to perform horizontal Kamf derviation, the initial AMF shall derive a new key Kamf from the current active Kamf and the uplink NAS COUNT value in the most recent N1 message received (i.e., registration request message or NAS security mode complete message). The new ngKSI for the newly derived KAMF key shall have the same type and value with the current Kamf.  The initial AMF shall send to the Target AMF the new Kamf, the new ngKSI, an indication (i.e., keyAmfHDerivation) that a new Kamf is calculated, and an indiction (i.e. keyAmfChangeInd) that AS key re-keying is needed at the UE in Namf_Communication_N1MessageNotify. For the handling at the UE, clause 6.9.3 is applicable with the exception that when deriving a new Kamf, the UE shall uses the uplink NAS COUNT of the most recent N1 message sent (i.e., registration request message or NAS security mode complete message). 
***
END OF 1st CHANGE
**

