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1
Decision/action requested

SA3 is kindly asked to approve the proposed update to the evaluation of solution #4 in TR 33.814 clause 6.4.3.
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3
Rationale

Solution #4 are proposed based on the assumption that there is no assurance that the exisiting mechanisms for privacy control are effective when trust domain between the entities vary, and the entities in serving network might not behave as expected. However, according to the note in TR 33.818 clause 6.4.3, the serving network is trusted with the location service. Hence the assumption supporting solution #4 does not stand any more. The existing mechanisms of privacy control in 23.273 [6] already work well when the involved entities all behave as expected. 
This pCR proposes to complete the evaluation for solution #4 accordingly and resolve the editor’s note.
4
Detailed proposal

*************** Start of the Change ****************

6.4.3
Evaluation


The privacy check performed during Step 12 is at least used for synchronization of the privacy settings between the UE and the network.

NOTE: The serving nework is trusted with the location service.
Solution #4 are proposed based on the assumption that there is no assurance that the exisiting mechanisms for privacy control are effective when trust domain between the entities vary, and the entities in serving network might not behave as expected. However, according to the note above, the serving network is trusted with the location service. Hence the assumption supporting solution #4 does not stand. The existing mechanisms of privacy control in 23.273 [6] work well when the involved entities all behave as expected. 
*************** End of the Change ****************

