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1
Decision/action requested

It is proposed to send an LS to SA2 and CT1 about the Identity Request issue.
2
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3
Rationale

This contribution illustrates the issue of Identity Request with AMF re-allocation. The proposed LS to SA2 and CT1 is S3-192618.

4
Detailed proposal

4.1
The issue of Identity Request with AMF re-allocation
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In addition to the cases with AMF re-allocation in which Authentication Request message may fail due to unsuccessful transferring security context to Target AMF, another issue of Identity Request message may occur, too.Upon reception of rerouted UE message, if the UE ID in it is 5G-GUTI, Target AMF request security context from Old AMF. If this UE Context Transfer fails, Target AMF will send an unprotected Identity Request message to UE. As UE has established security exchange with Initial AMF, this unporotected Identity Request message will be discarded. Thus the procedure will fail.
The possibility of failure will be much lower if Target AMF requests security context from Initial AMF instead of from Old AMF. 

4.2
Recommendation
It is recommended to send an LS to SA2 and CT1 to illustrate the issue of Identity Request with AMF re-allocation as captured in S3-192618.
_1627556277.vsd
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