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1
Decision/action requested

Approve the pCR to TR 33.855 below.
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Rationale

Key issue #22 (Authorization of NF service access in indirect communication) is addressed by the following solutions:
Scenario C (Indirect communication without delegated discovery):

-
Solution #16: OAuth 2.0 based authorization for Indirect communication without Delegated Discovery (Model C)
-
Solution #24: Token-based authorization for Scenario C using stateless SeCoP

Scenario D (Indirect communication with delegated discovery):
- 
Solution #21: OAuth 2.0 based authorization for Indirect communication with Delegated Discovery (Model D)
-
Solution #23: Token-based authorization for Scenario D using stateless SeCoP
In this contribution we argue that no normative changes to TS 33.501 are needed. This is described in Solutions #23 andd #24 with the updates in the companion contributions [2] and [3]. It is also described in Solution #16.

The big advantage of this approach is that no changes to TS 33.501 are needed and existing methods can be reused. Token-based authorization for indirect communication can be covered by an informative description of how to use the existing methods. 
4
Detailed proposal

*** BEGIN CHANGES ***
7
Conclusions
7.x
Conclusions on Key issue #22: Authorization of NF service access in indirect communication
For Scenario C (Indirect communication without delegated discovery), no normative changes to TS 33.501 [11] are needed, as described in Solution #16: (OAuth 2.0 based authorization for Indirect communication without Delegated Discovery (Model C)) and Solution #24 (Token-based authorization for Scenario C using stateless SeCoP).
Editor's Note: The conclusion for Scenario D (Indirect communication with delegated discovery) is still open.
*** END CHANGES ***

