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**** START OF CHANGES ****
Annex X (normative): Security for URLLC services 
X.x
Security support on redundant transmission
X.x.1   Redundant User Plane Paths based on Dual Connectivity

X.x.1.x
UP security activation status

The same mechanism as described in clause 6.10 for Dual Connectivity shall be used for URLLC services with the following enhancements:

The MN shall be preconfigured or have access with/to information of the supported security in the available SN(s), (i.e. whether UP integrity protection is supported in the SN or not). The MN shall take this information into account when selecting the SN. In case UP integrity protection is supported in the SN, then such configuration information is not needed.

The MN shall store the applied UP security activation status used for the DRB’s established for the first PDU session between the MN and the UE. This is to avoid that one of the nodes (MN or SN) chooses a different UP security activation status compared to the other node, for the first and second PDU sessions. 
The MN shall provide the stored UP security activation status applied for the first PDU session to the SN, when offloading the DRB’s for the second PDU session to the SN. The SN shall use the UP security activation status received from the MN for the DRB’s established for the second PDU session between the SN and the UE. This ensures that the same UP security activation status is applied to all the DRB’s established for the first and second PDU session.
**** END OF CHANGES ****
