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1
Decision/action requested

It is proposed to agree on the content of this contribution and send an LS to SA2.
2
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3
Rationale

In TR 33.813[1] it has been concluded to base the normative work for KI#1 on Solution#1, Solution#2 and Solution#4. 
These solutions are based on the AMF initiating the secondary slice specific authentication after primary authentication and UE registration in 5GC is completed. The AMF executes the secondary slice specific authentication with a AAA-S using EAP acting as an EAP authenticator. Optionally, the EAP authentication exchange may take place via a AAA-Proxy between the AMF and the AAA-S if the AAA-S is placed in an external domain to the 3GPP 5GC.

The solutions agreed by SA3 in TR 33.813 [1] do not involve the AUSF during the secondary slice specific authentication procedure. However, looking at the flow specified in TS 23.502 [2] clause 4.2.9.2 it seems like SA2 has decided that the AUSF is playing a relevant role in the secondary slice specific authentication process:
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1. trigger to perform Slice-Specific 

Authentication And Authorisation

2. NAS MM Transport (EAP ID Request, S-NSSAI)

3.  NAS MM Transport (EAP ID response, S-NSSAI)

4. Nausf_Communication_EAP MessageTransfer (EAP ID Response, AAA- S Addr., 

GPSI,S-NSSAI)

 5. Naaa_Communication_EAPMessageTransfer (EAP ID Response, AAA-S Addr., GPSI, 

S-NSSAI)

6.Auth request (EAP ID Response, GPSI, S-NSSAI)

7.Auth Resonse (EAP msg, GPSI, S-NSSAI)

 9. Namf_Communication_N1N2MessageTransfer t(EAP msg, GPSI, S-NSSAI)

 8. NAusf_Communication_EAPMessageTransfer (EAP msg, GPSI, S-NSSAI)

10. NAS MM Transport (EAP msg, S-NSSAI)

11. NAS MM Transport (EAP msg, S-NSSAI)

12. Nausf_Communication_EAP MessageTransfer Request(EAP msg, AAA server Addr,GPSI,S-NSSAI)

 13. Naaa_Communication_EAPMessageTransfer (EAPMsg, AAA-S Addr., GPSI, S-NSSAI)

14.Auth request (EAP msg, GPSI, S-NSSAI)

15.Auth Resonse (EAP success/failure, GPSI, S-NSSAI)

 17. Namf_Communication_N1N2MessageTransfer t(EAP Success/failuremsg, GPSI, S-NSSAI)

 16. NAusf_Communication_EAPMessageTransfer (EAP Success/failure, GPSI, S-NSSAI)

18. NAS MM Transport (EAP success/failure)


As shown, in the Network Slice-Specific Authentication and Authorization procedure defined by SA2 the AMF always goes via the AUSF to reach the AAA-S (refer to steps 4, 8, 12 and 16). Optionally, the AUSF may interact with the AAA-S via a AAA-Proxy if the AAA-S is placed in an external domain to the 3GPP 5GC.
One reason why SA3 could consider involving AUSF during the Network Slice-Specific Authentication and Authorization procedure, could be in relation to the role of AAA-Proxy. The AAA-Proxy functionality, when needed, may be provided by the AUSF, but its presence should not be mandated if AAA-S resides within the HPLMN of the 5GC operator. Otherwise, the involvement of the AUSF as defined in TS 23.502 [2] does not seem to be sufficiently justified from SA3 point of view.

In TS 23.502 clause 4.2.9.1 there is an EN as below 

Editor's note:
The procedure for Network Slice-Specific Authentication and Authorization defined in this clause needs to be further studied and defined by SA3 e.g. the role of the AUSF, need for an AAA-P and the used NF services.

This means our baseline for normative work is not in line with SA2 specifications and needs to be corrected.
4
Detailed proposal
It is proposed to agree on the need for alignment with SA2 specs and send them an LS. 

The purpose of the LS to SA2 would be the following:  
· Indicate SA2 about the current misalignment in the solutions for the Network Slice-Specific Authentication and Authorization procedure specified in SA3 TR 33.813 [1] and SA2 TS 23.502 [2]. 
· Ask SA2 for the details of the reason why AUSF is involved in the Network Slice-Specific Authentication and Authorization procedure specified in TS 23.502 [2] clause 4.2.9.2 and 

· Request SA2 not to resolve the corresponding Editor’s Note until the need for possible updates in SA2 specifications is clarified. 

See related LS draft S3-192850
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