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1
Decision/action requested

This pCR corrects some editorial issues in the latest version of eV2X SI TR 33.836, ver0.2.0.
2
References

[1]
TR 33.836, v0.2.0 (2019-06)
3
Rationale

The latest version of eV2X TR 33.836 out of SA3 #95bis contains some editorial issues to be corrected. In addition, some missing abbreviation and a definition is added. 
4
Detailed proposal

*** START OF CHANGE ***
3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].


Groupcast:
See the definition in TS 23.287 [4].
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

5GC
5G Core

AF
Application Function 

AMF
Access and Mobility management Function

AS layer
Access Stratum layer

DCA
Direct Communication Accept

DCR
Direct Communication Request

DSM
Direct Security Mode

eV2X
enhanced V2X

ITS
Intelligent Transport Systems
ITS-AID
ITS Application Identifier
L2 ID
Layer 2 Identity

NG
Next Generation

NG-RAN
Next Generation RAN

NGAP
NG Application Protocol

NR
New Radio (5G)

PCF
Policy Control Function

PDCP
Packet Data Convergence Protocol

PDU
Protocol Data Unit

PSID
Provider Service Identifier
RAN
Radio Access Network

RAT
Radio Access Technology

UDM
Unified Data Management

V2X
Vehicle-to-Everything
*** NEXT CHANGE ***
5.7
Key Issue #7: Cross-RAT PC5 control authorization indication

5.7.1
Key issue details
In TR 23.786 [5], Solution #6 “eV2X impacts to 5GC procedures” is selected as the baseline for normative work to address KI #6 “Service authorization to NG-RAN for eV2X communications over PC5 reference Point”. It is mentioned that the AMF obtains the cross-RAT control authorization from UDM and includes it in the NGAP message sent to NG-RAN.

“The cross-RAT PC5 control authorization indicates whether LTE Uu controls LTE and/or NR sidelink from the cellular network, and whether NR Uu controls LTE and/or NR sidelink from the cellular network.”
However no IE has been defined for the cross-RAT PC5 control authorization indication. It has been decided that SA3 shall make a decision on this matter.

“Stage 3 will decide if an explicit cross-RAT PC5 control authorization IE is needed for the signaling over N2, or it can be indicated in an implicit manner.”
5.7.2
Security threats
Lack of proper indication method of cross-RAT control authorization will result in hindrance of service authorization to NG-RAN.
5.7.3
Potential security requirements
The 5G system shall have a means to efficiently manage the cross-RAT PC5 control authorization.
*** NEXT CHANGE ***
6.5
Solution #5: Security protection of service authorisation

6.5.1
Introduction

Editor’s Note: Each solution should list the key issues being addressed.

This solution addresses key issue #6 ‘Security of the UE service authorization and revocation’ in clause 5.6. 

6.5.2
Solution details

The procedures of V2X service authorisation is specified in clause 5.1 of TS 23.287 [4], and allow RAT(s) per PLMN basis are provisioned by PCF to UE or by Application server via PCF. The protection of the procedures is provided by security procedures in TS 33.501 [8]. 

NOTE:
Mitigation of misbehaviour of unauthorised UE(s) for V2X communication over PC5 could be supported in the application layer.
6.5.3
Evaluation

Editor’s Note: Each solution should motivate how the potential security requirements of the key issues being addressed are fulfilled.

For further study.

*** END OF CHANGE ***
