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1
Decision/action requested

This document proposes the draft CR of AKMA architecture. SA3 is kindly requested to approve this doc.
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3
Rationale

According to the conclusion in clause 7.1 [1], the fundamental architecture for AKMA is proposed below, as the baseline for further inputs.

4
Detailed proposal
***Start of Changes ***
4
Architecture for Authentication and Key Management for Applications (AKMA)
4.1
Reference model

Figure 4.1 shows a fundamental network model of AKMA, as well as the interfaces between them. 
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Figure 1: Fundamental Network Model for AKMA

The AKMA service requires a new logical entity: AKMA Anchor Function (AAnF).  
AAnF is the anchor function in the HPLMN that generates the key material to be used between the UE and the AF and maintains UE AKMA contexts to be used for subsequent bootstrapping requests.
Editor’s Note: How the AAnF is realized (whether it’s a new standalone NF or collocated with AUSF or NEF) and whether it needs to be specified is FFS.
*** End of Changes ***
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