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1
Decision/action requested

This document proposes the scope of the new TS on AKMA. SA3 is kindly requested to approve this doc.
2
References

[1]

3GPP TR 33.835 Study on Authentication and Key Management for Application based on 3GPP credentials
[2]             S3-193178 New WID on Authentication and Key Management for Applications based on 3GPP credential in 5G
3
Rationale

This document proposes the scope of the new TS on AKMA.
4
Detailed proposal
***Start of Changes ***
1
Scope


The present document specifies the security features and mechanisms to support authentication and key management aspects for applications based on subscription credential(s) in 5G system as defined in 33.501[2]. 




2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 33.501: "Security architecture and procedures for 5G system".
*** End of Changes *
