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Attachments:


1. Overall Description:

SA3 has studied a Key Issue on “Security features for NSaaS”. The following security features/policies have been identified as potential NSaaS features (solution #3 in TR33.813)

· Network Slice-Specific Authentication

· UP security policy for network slices
SA3 understands that these features can be configured through management services for a network slice. 

Question to SA5: SA3 would like to know whether these features should be specified in a normative document. If positive, whether they should be specified in SA5’s or SA3’s normative documents. 

2. Actions:

To SA5 group.

ACTION: 
SA3 respectively asks SA5 group to answer the above question and (if necessary) take appropriate actions.
3. Date of Next TSG-SA WG5 Meetings:

SA3#97
18 – 22 November 2019
Reno, USA

SA3#98
10 – 14 February 2020
TBD, China
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