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1
Decision/action requested

It is recommended to approve the proposal for a skeleton for the clause 4 the AKMA draftCR as well as the content of selected clauses.
2
References

[1]
S3-193178

[2]
3GPP TR 33.835 Study on authentication and key management for applications based on 3GPP credential in 5G. 

3
Rationale

The normative work item proposal [1] for AKMA was approved in the last SA3#96 meeting including a few conclusions about the architecture and key hierarchy. This contribution proposes a draft skeleton for the new TS (number to be decided later) for clause 4 and some suggested content for a number of clauses. 
4
Detailed proposal

***
BEGIN CHANGES
***
4
AKMA Architecture

4.A
Introduction 

The 3GPP authentication infrastructure, including the 3GPP UDM, the USIM, and the 3GPP 5G AKA/EAP-AKA' protocol run between them, is a very valuable asset of 3GPP operators. It has been recognised that this infrastructure could be leveraged to enable application functions in the network and on the user side to establish shared keys. Therefore, 3GPP can provide the capabilities for authentication of the UE and the application functions as well as the necessary shared key establishment between these two entities.  
Editor’s Note: Part of the content may need to be placed in TS 33.501. 
4.B
Reference model

Editor’s Note: This clause needs further details. 
4.C
Key Hierarchy
Editor’s Note: This clause needs further details. 
4.D
Network Functions

Editor’s Note: This clause needs further details. 
4.E
AKMA architecture and Interfaces

Editor’s Note: This clause needs further details. 
4.F
Requirements and principles for AKMA

Editor’s Note: This clause needs further details. 
4.G
Procedures

Editor’s Note: This clause needs further details.
***
END CHANGES
***
