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1
Decision/action requested

This document proposes the scope of the new TS on AKMA. SA3 is kindly requested to approve this doc.
2
References

[1]

3GPP TR 33.835 Study on Authentication and Key Management for Application based on 3GPP credentials
[2]             S3-193178 New WID on Authentication and Key Management for Applications based on 3GPP credential in 5G
3
Rationale

This document proposes the scope of the new TS on AKMA.
4
Detailed proposal
***Start of Changes ***
1
Scope


The present document specifies the security features and mechanisms to support authentication and key management aspects for applications and 3GPP services based on 3GPP credential in 5G. These mechanisms allow application servers to derive required session keys to be able to securely exchange data with the UEs.  

The scope of this specification includes the following aspects:

· AKMA Architecture and security related interfaces

· AKMA authentication procedures

· Key management mechanism and corresponding procedures

*** End of Changes *
