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1
Decision/action requested

 It is requested to approve the proposal to TR 33.853.
2
Rationale

This contribution proposes to conclude that solution #1 to be selected for normative work to address the key issue #5.
It is requested to SA3, to approve the below proposal for the TR 33.853.

Further, the normative text for this solution looks like:

6.6.X(5)

UP integrity protection for UP Signalling messages

The network may configure a special DNN to establish a dedicated PDU session for the protection of the UP Signalling messages. If the UE capability does not support UP integrity protection at “Full data rate” and if the special DNN is configured, then the UE shall initiate the PDU session establishment procedure to establish the dedicated PDU session, after successful initial registration. The network shall activate the UP integrity protection for this dedicated PDU session. After successful establishment of the PDU session, the dedicated PDU session shall be used to securely exchange the UP signalling messages (for example, DNS protocol messages) between the UE and the 5GC, from any other PDU sessions. 

3
Detailed proposal

***********START OF CHANGE**********
7 
Conclusions
7.X
Conclusion to KI #5
For Key Issue #5 (“Optionality of integrity protection in UP DRB”), it is recommended to use Solution #1 (“Dedicated PDU for UP Signalling message IP”) as the basis for normative work to support integrity protection of selective application layer signalling messages in the resource constraint UEs.

************END OF CHANGE************ 
