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1
Decision/action requested

This document proposes to add the evaluation of solution #24 of TR 33.835.
2
References

NA
3
Rational
The solution #24 reuses the existing security context (i.e. Kausf), and primary authentication for AKMA push, thus avoiding the need to perform a separate authentication for AKMA. 

From the privacy protection aspect, the solution uses the GPSI for UE identification, which is sent from AApF to AAuF, to assure that SUPI will be never sent out of the 5G network.
Evaluation of the solution #24 is proposed.
4
Detailed proposal

***
BEGIN CHANGES
***

6.24.3
Evaluation

The above solution addresses the requirements of key issue #17 on the AKMA push.

The solution reuses the existing security context (i.e. Kausf), or primary authentication for AKMA push to securely generate the AKMA push information for the UE, rather than performing a separate authentication for AKMA. 

From the privacy protection aspect, the solution uses the GPSI for UE identification, which is sent from AApF to AAuF, to assure that SUPI will be never sent out of the 5G network.
***
END OF CHANGES
***
