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1. Overall Description:
SA3 has identified a scenario during N2 HO where if the N2 HO failed, for example due to RLF, and the UE tries RRC Reestablishment procedure, the RRC Reestablishment procedure will fail and the UE fall back to IDLE.

This scenario happens when a new KAMF* key is derived by the source AMF and delivered to the target AMF during N2 HO. In this case, the target gNB will use Krrcint and Krrcenc keys derived from the new KgNB* which is based on the target AMF KAMF* key to protect the RRCReestablishment messages while the UE will be using Krrcint and Krrcenc based on the existing KgNB before the N2 HO to validate the same RRCReestablishment message. This means that the validation of the RRCReestablishment message will fail and the UE will fall back to IDLE.

Although, in this scenario RRC Reestablishment procedure during N2 HO fail, SA3 has assumed that this behavior is acceptable as UE can fall to IDLE and thus the proposed fix was not pursued.

[bookmark: _GoBack]RAN2 is kindly requested to take the above failure scenario in consideration and to provide feedback to SA3 on whether SA3 assumption is acceptable to RAN2 or not. More details are included in the attached discussion paper.

2. Actions:
To RAN2 group.
ACTION: SA3 kindly requests RAN2 to inform SA3 whether SA3 above assumption is acceptable from RAN2 prospective or RAN2 require this scenario to be addressed and fixed.

3. Date of Next TSG-SA WG3 Meetings:
SA3#95bis	                24 - 28 June 2019			Sapporo, Japan
SA3#96	                26 - 30 August 2019			Wroclaw, Poland

