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***** START OF CHANGES 
***** Change 1

5.2.4
Secure storage and processing of subscription credentials

The following requirements apply for the storage and processing of the subscription credentials used to access the 5G network for PLMNs. For NPNs refer to clause X.
The subscription credential(s) shall be integrity protected within the UE using a tamper resistant secure hardware component.

The long-term key(s) of the subscription credential(s) (i.e. K) shall be confidentiality protected within the UE using a tamper resistant secure hardware component.

The long-term key(s) of the subscription credential(s) shall never be available in the clear outside of the tamper resistant secure hardware component. 

The authentication algorithm(s) that make use of the subscription credentials shall always be executed within the tamper resistant secure hardware component.

It shall be possible to perform a security evaluation / assessment according to the respective security requirements of the tamper resistant secure hardware component.
NOTE:
The security assessment scheme used for the security evaluation of the tamper resistant secure hardware component is outside the scope of 3GPP specifications.
***** Change 2
5.2.5
Subscriber privacy 

The following requirements apply to PLMNs. Subscriber privacy may be provided in a different way, if an NPN operator does not support storage in the USIM. For NPNs refer to clause X.

The UE shall support 5G-GUTI.

The SUPI should not be transferred in clear text over NG-RAN except routing information, e.g. Mobile Country Code (MCC) and Mobile Network Code (MNC).

The Home Network Public Key shall be stored in the USIM. 
The protection scheme identifier shall be stored in the USIM.
The ME shall support the null-scheme. If the home network has not provisioned the Home Network Public Key in USIM, the SUPI protection in initial registration procedure is not provided. In this case, the null-scheme shall be used by the ME.

Based on home operator's decision, indicated by the USIM, the calculation of the SUCI shall be performed either by the USIM or by the ME.

NOTE 1: 
If the indication is not present, the calculation is in the ME.

In case of an unauthenticated emergency call, privacy protection for SUPI is not required.

Provisioning, and updating the Home Network Public Key in the USIM shall be in the control of the home network operator. 

NOTE 2:
The provisioning and updating of the Home Network Public Key is out of the scope of the present document. It can be implemented using, e.g. the Over the Air (OTA) mechanism.

Subscriber privacy enablement shall be under the control of the home network of the subscriber. 
The UE shall only send the PEI in the NAS protocol after NAS security context is established, unless during emergency registration when no NAS security context can be established.

The Routing Indicator shall be stored in the USIM. If the Routing Indicator is not present in the USIM, the ME shall set it to a default value as defined in TS 23.003 [19].
***** Change 3
6.1.1.1
General

The purpose of the primary authentication and key agreement procedures is to enable mutual authentication between the UE and the network and provide keying material that can be used between the UE and the serving network in subsequent security procedures. The keying material generated by the primary authentication and key agreement procedure results in an anchor key called the KSEAF provided by the AUSF of the home network to the SEAF of the serving network.

Keys for more than one security context can be derived from the KSEAF without the need of a new authentication run. A concrete example of this is that an authentication run over a 3GPP access network can also provide keys to establish security between the UE and a N3IWF used in untrusted non-3GPP access. 

The anchor key KSEAF  is derived from an intermediate key called the KAUSF. The KAUSF may be securely stored in the AUSF based on the home operator's policy on using such key. 

NOTE 1:
This feature is an optimization that might be useful, for example, when a UE registers to different serving networks for 3GPP-defined access and untrusted non-3GPP access (this is possible according to TS 23.501 [2]). The details of this feature are operator-specific and not in scope of this document.
NOTE 2:
A subsequent authentication based on the KAUSF stored in the AUSF gives somewhat weaker guarantees than an authentication directly involving the ARPF and the USIM. It is rather comparable to fast re-authentication in EAP-AKA'. 

NOTE 2a:
Void. 

For PLMNs, UE and serving network shall support EAP-AKA' and 5G AKA authentication methods. For NPNs, refer to clause X.
NOTE 2b: It is the home operator's decision which authentication method is selected. 

For PLMNs, the USIM shall reside on a UICC. The UICC may be removable or non removable.

NOTE 3:
For non-3GPP access networks to PLMNs, USIM applies in case of terminal with 3GPP access capabilities holding 3GPP credentials.

For PLMNs, if the terminal supports 3GPP access capabilities, the credentials used with EAP-AKA' and 5G AKA for non-3GPP access networks shall reside on the UICC.
NOTE 4:
For PLMNs, EAP-AKA' and 5G AKA are the only authentication methods that are supported in UE and serving network, hence only they are described in sub-clause 6.1.3 of the present document. 
NOTE 5: For an NPN, also refered to as a private network, using the 5G system as specified in [7] and [2], refer to clause X as well as Annex B, where an example of how additional authentication methods can be used with the EAP framework is given. 

***** Change 4

6.1.1.2
EAP framework

The EAP framework is specified in RFC 3748 [27]. It defines the following roles: peer, pass-through authenticator and back-end authentication server. The back-end authentication server acts as the EAP server, which terminates the EAP authentication method with the peer. 
In the 5G system, when EAP-AKA' is used, the EAP framework is supported in the following way: 

-
The UE takes the role of the peer. 

-
The SEAF takes the role of pass-through authenticator. 

-
The AUSF takes the role of the backend authentication server.

For NPNs, when other EAP methods than EAP-AKA' are allowed, refer to clause X. 
***** Change 5

6.2.1
Key hierarchy

The following text applies to PLMNs. For NPNs, clause X applies. 
Requirements on 5GC and NG-RAN related to keys are described in clause 5.1.3. The following describes the keys of the key hierarchy in a 5GS in detail:
**** < NOTE to RAPPORTEUR – the rest of text in this clause stays>
***** END OF CHANGES 
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