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	Reason for change:
	SA3 had asked RAN2 three questions in S3-182085 about (1) algorithm change by SN, (2) sanity check by UE, and (3) sanity check by MN. And, RAN2 replied in R2-1902677.

Based on the replies for #(2) and #(3), it seems that 33.501 does not need any update, i.e., sanity check by UE and MN will not be specified in 33.501.

Based on the reply for #(1) and the latest content in clause 5.3.5.6.5 DRB addition/modification of 38.331, there are two cases as below:

1. addition of DRB – algorithms in securityConfig are applied.

2. modification of DRB – algorithms in securityConfig are applied at key change.

Algorithm changes are indeed allowed. The same is also visible in the IE RRCReconfiguration -> radioBearerConfig2 -> securityConfig.

Therefore, 33.501 needs to be updated. (Mind that MR-DC is a late drop feature in RAN2).
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	Clause 6.10.2.2.3 is updated.
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	Missing security feature because of mismatch between stage2 and stage3 TSes.
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	Other comments:
	


*** START OF CHANGES ***
6.10.2.2.3
SN initiated

When uplink and/or downlink PDCP COUNTs are about to wrap around for any of the SCG DRBs or SCG SRB, the SN shall request the MN to update the KSN over the Xn-C using the SN Modification procedure with MN involvement. The SN shall send the SN Modification Required message including KSN key update indication to the MN as shown in Figure 6.10.2.2.3-1. In this case, the SN may include algorithm identifiers in this SN Modification Required message if it wants to change security algorithms. When the MN receives KSN Key update indication, the MN shall derive a fresh KSN and send the derived KSN to the SN in the SN Modification Request message as in clause 6.10.2.1. Rest of the flows are like the call flow in Clause 6.10.2.1.




Figure 6.10.2.2.3-1. SN Key update procedure using SN Modification procedure (SN initiated with MN involvement) 

*** END OF CHANGES ***
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