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1
Decision/action requested

SA3 is kindly requested to accept this proposed change.
2
References

NA
3
Rationale





This contribution adds content to introduction part of TR 33.807
4
Detailed proposal

**************** Start of Change *****************

Introduction

This study aims to identify potential security issues and potential solutions for Wireless and Wireline Convergence for the 5G system architecture (5WWC) and trusted non-3GPP access. 

The architecture of 5WWC is a joint effort by 3GPP and BBF captured in TR 23.716[2] and SD-407 5G Fixed Mobile Convergence Study [XX] respectively. The 5G-RG and the FN-RG are identified as new network entities introduced into 5G system. A 5G-RG is similar as a UE which can mostly reuse the architecture defined in 23.501[YY] and the security features defined in 33.501[3], while the FN-RG is defined by BBF outside the scope of 3GPP. But FN-RG can access to the 5GC with the help of W-AGF defined in 23.501[YY], so that the security of FN-RG accessing to 5GC is covered in this specification. The new introduced solutions based on the security principle defined in 33.501[3].

The architecture of trusted non-3GPP access in 23.716[2] is an evolution from 4G. Both the architecture and the security study attempt to reuse the security principle and procedures for untrusted non-3GPP access defined in 23.501[YY] and 33.501[3] as much as possible. New security features are also studied in this specification when appropriate due to the architecture changes or differences. 

*************** End of 1st Change ***************
**************** Start of Change *****************
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