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1
Decision/action requested

Approve the pCR below
2

Rationale

This contribution proposes a key issue for the security architecture of eLCS.
3
Detailed proposal
*** BEGIN CHANGES ***
Key Issue #X: The security architecture of eLCS analysis
5.X.1
Description

For 5G, new security requirements have been defined for eLCS. In order to carry out a detailed analysis of security issues for eLCS, security architecture should be considered.

For this key issue the following aspects need to be studied at least:
· Whether the method for distributing and transferring the positioning signaling between NG-RAN and UE is secure.

· Whether the method for distributing and transferring the positioning signaling among NFs is  secure, both in non-roaming and roaming case.
· Whether the authentication for the client and security method over Le interface is sufficient. Or whether it needs to consider the security for Le interface.
· Whether the storage of privacy and  location information is secure.
5.X.2 Security threats analysis
Lack of overall analysis of security for eLCS.
5.X.3
Potential security requirements

TBD
*** END OF CHANGES ***

