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1	Decision/action requested
This contribution proposes a pCR for the conclusion for KI #2 of TR 33.825.
2	References
[1]	3GPP TR 23.725 Study on enhancement of Ultra-Reliable Low-Latency Communcation (URLLC) v0.4.0
3	Rationale
The contribution proposes to add the conclusion for KI #2. 
For KI #2, the potential security requirements as follows are proposed: 
- Confidentiality protection over the air shall be supported for UP data via redundant multiple transmission paths.
- Integrity protection over the air shall be supported for UP data via redundant multiple transmission paths.
The solution 5 proposes a means on how to generate the confidential protection and integrity protection keys which are used for cyphering and integrity protection.
4	Detailed proposal
It is proposed to approve the following changes for inclusion in TR 33.825.
***	BEGIN CHANGES	***
[bookmark: _Toc521673825][bookmark: _Toc536805258][bookmark: _GoBack]7	Conclusions
Editor’s Note: This clause contains the agreed conclusions.
[bookmark: _Toc531965383]7.2	Key Issue #2: Support of security for high reliability by redundant data transmission in user plane
For Key Issue #2, it is recommended that: 
· Solution #5 is selected as the basis for normative work to address how to generate the confidentiality protection and integrity protection keys for UP data via redundant multiple transmission paths.
***	END OF CHANGES	***

