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1
Decision/action requested

It is proposed to draw a conclusion for KI #2 and KI#3 to TR 33.861
2
References

3
Rationale

Solution 4 and solution 18 are very similar with following differences:

1. Length of ShortResumeMAC-I: for solution 4, 16bits; for solution 18, 32bits.
2. Calculation of the ShortResumeMAC-I: for solution 4, HASH of PDCP PDU; for solution 18: whole UL EDT data.
It is proposed that Solution 4 is recommended for normative work to support integrity protection and for encryption frequent small data transmission.
4
Detailed proposal
***********************Start of the first change************************

7.2
Key Issue 2: Integrity protection of small data
Editor’s Note: This clause needs to be revisited when further requirement is added

Editor’s Note: The conclusion for mobility cases need to be added. 

Solution 1 is recommended for normative work to support integrity protection for infrequent small data transmission via NAS signaling.
Solution 4 is recommended for normative work to support integrity protection for frequent small data transmission.
7.3
Key Issue 3: Encryption of small data
Editor’s Note: This clause needs to be revisited when further requirement is added
Editor’s Note: The conclusion for mobility cases need to be added. 

Solution 1 is recommended for normative work to support encryption for infrequent small data transmission via NAS signaling.
Solution 4 is recommended for normative work to support encryption for frequent small data transmission.
***********************End of the first change*************************
