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1
Decision/action requested

It is requested to approve the proposals.
2
References

 N/A
3
Rationale

The key issue #1 (security and privacy in Bluetooth positioning) described in clause 5.1 is stable. So is the solution #1 (supervised Bluetooth measurements from UEs) described in clause 6.1. Therefore, a superfluous EN is also removed and a conclusion is proposed.
4
Detailed proposal

*** BEGIN CHANGES ***
6.1.3
Evaluation


This solution enables the network to control the collection of Bluetooth measurements from UE. When used, the solution makes it possible for the network to avoid collecting unintended Bluetooth measurements around the UE. 
It should be noted that whilst it is easy to broadcast spoofed Bluetooth identifiers, it is relatively difficult to block Bluetooth identifiers being transmitted in the same location. Therefore, any solution that only listens for specific Bluetooth identifiers may be easier to get spoofed than solutions that listen to all Bluetooth identifiers in a specific location.

For Bluetooth based positioning in general, it should be noted that because Bluetooth identifiers can be spoofed, there is low confidence in collected data.
*** NEXT CHANGE ***
7.1
Conclusions on Key Issue #1

For the key issue #1 (security and privacy in Bluetooth positioning) described in clause 5.1, it is concluded that the solution #1 (supervised Bluetooth measurements from UEs) described in clause 6.1 will be taken as a basis for normative work.

*** END OF CHANGES ***

