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1	Decision/action requested
It is proposed to add scope of SECAM Accreditation for 3GPP virtualized network products into clause 4.3.
2	References
	[1]  3GPP TR 33.916: “Security Assurance Methodology (SCAS) for 3GPP network products”
 	[2]  3GPP TR 33.805: “Study on security assurance methodology for 3GPP network products (Release 12)”
3	Rationale
This contribution analyzes the gap between scope of SECAM accreditation for physical network products and 3GPP virtualized network products and add scope of SECAM accreditation for 3GPP virtualized network products into the clause 4.3.
4	Detailed proposal
****************** Start of changes ******************
[bookmark: _Toc476648054][bookmark: _Toc3495505][bookmark: _Toc435180270][bookmark: _Toc456274618][bookmark: _Toc457562857]4.3 	Scope of SECAM Accreditation for 3GPP virtualized network products 2063->2436
[bookmark: _Toc3495506]4.3.1	Gap analysis
Editor’s Note: This clause will identify the gap between scope of SECAM accreditation for physical network products and 3GPP virtualized network products.
Editor’s Note: This clause will identify the gap between scope of SECAM accreditation for physical network products and 3GPP virtualized network products.
  
[bookmark: _Toc3495507]4.3.2	Scope of a SECAM Accreditation
Editor’s Note: This clause will summarize scope of SECAM accreditation for 3GPP virtualized network products.
[bookmark: _GoBack]The types of the accredited actors in clause 4.3 of TR 33.916[x] can be applied to the SECAM accreditation for 3GPP virtualized network products. In addition, who takes the role of each of the accredited actors should be considered.
****************** End of changes ******************

