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Decision/action requested

It is proposed that SA3 approve the pCR.
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3
Rationale

Solution #8 proposes that interface between the FAGF/W-AGN is protected by NDS/IP or DTLS. Hence additional security of N1 NAS messages are not required.
4
Detailed proposal

********BEGIN OF CHANGE********
7.11 Conclusion on KI #11 
The KI #11 is to study whether NAS security is needed when registering FN-RG with the 5GC,
Interface between FAGF/W-AGN and AMF is used to transport N2 messages when 5G-RG is connected to W-5GAN, and N1 NAS messages when FN-RG is connected.

Solution #8 proposes use of Rel-15 security protocols to protect the interface between W-5GAN and AMF. Since NDS/IP or DTLS is proposed to protect the interface between the FAGF and the AMF, there is no need for additional security for N1 messages generated by the FAGF when registering the FN-RG to the 5GC.
Solution #4 covers security aspects during FN-RG registration.
********END OF CHANGE********
