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***** Next Change *****
6.X	Security procedures for CAPIF-3e/4e/5e reference points
To ensure security of the interfaces between CAPIF entities in different trusted domains (CCF domain and API Provider Domain), namely CAPIF-3e, CAPIF-4e, and CAPIF-5e:
-	N32 interface security between the SEPPs, as specified in TS 33.501 [X], shall be used for secure communication between the CCF domain and the API provider domain.
Authorization, if required between CCF and API provider domain functions, shall be based on OAuth 2.0 [4], as specified for authorization between NFs belonging to different PLMNs in TS 33.501 [X].
***** End of Change *****

