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***
START OF 1st CHANGES
***

6.4.X 
Security handling in registration with AMF reallocation
This clause presents security handling in registration procedure with AMF reallocation, which is based on clause 4.2.2 in TS 23.502 [8]. 

[image: image1]
Figure 6.X-1 Security handling in registration with AMF reallocation
After the UE receives the Security Mode Command message from the Initial AMF, the UE shall save the old NAS security context, if any, which is established between the UE and the Old AMF. The UE and the Initial AMF shall have new NAS security context established after the security mode control procedure. 
When the Initial AMF has decided to reallocate AMF via (R) AN, the Initial AMF shall send an indication in a NAS message to the UE. The UE, based on the indication, shall discard the new NAS security context, and resume to use the old NAS security context. 
Note: If the UE has no NAS security context when receiving the Security Mode Command message from the Initial AMF, then after the UE receives the indication on AMF reallocation in a NAS message, the UE shall discard the new NAS security context established through the previous security mode control procedure and resume with no NAS security context. 
***
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