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1	Decision/action requested
It is proposed to add writing process overview into clause 5.1.
2	References
	[1]  3GPP TR 33.916: “Security Assurance Methodology (SCAS) for 3GPP network products”
 	[2]  3GPP TR 33.805: “Study on security assurance methodology for 3GPP network products (Release 12)”
3	Rationale
This contribution analyzes the process of writing SCAS documents for a given 3GPP virtualized network class and add writing process overview into clause 5.1.
4	Detailed proposal
****************** Start of changes ******************
[bookmark: _Toc476648065][bookmark: _Toc3495527]5	Security Assurance Specification (SCAS) Creation
[bookmark: _Toc476648066][bookmark: _Toc3495528]5.1	Writing process overview
Editor's Note: This clause will describe writing process overview of SCAS for 3GPP virtualized network products based on the clause 5.1 in the TR33.916 and gap analysis in the clause 4. 
The high level process of writing SCAS documents for a given physical network product class in clause 5.1 of TR 33.916 can be applied to the process of writing SCAS documents for a given virtualized network product class. However, according to the description of 3GPP virtualized network product class in clause 4.0.1, the components may be decoupled for a virtualized network product class (e.g. type2-implementing 3GPP defined functionalities and virtualization layer) and the security requirements between the two components are only considered in decoupled scenario. So, describing, modelling, and defining a given virtualized network product should consider whether its components are decoupled or not.  
Editor’s note: whether the security problem description is to be contained in TR 33.926 is FFS.
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