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1	Decision/action requested
This contribution proposes a pCR for the conclusion for KI #3 of TR 33.825.
2	References
[1]	3GPP TR 23.725 Study on enhancement of Ultra-Reliable Low-Latency Communication (URLLC) v0.4.0
3	Rationale
The contribution proposes to remove the high level paragraph “Introduction.” Necessary background information for the study is explicitly covered by the other sections, i.e. “Scope” and “Security aspects of 5G URLLC”.  There is no need to include redundant information in the TR document.
4	Detailed proposal
It is proposed to approve the following changes for inclusion in TR 33.825.
***	BEGIN CHANGES	***
[bookmark: _Toc8426390]Foreword
This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
[bookmark: _Toc521673808][bookmark: _Toc8426391]Introduction
Editor’s Note: This clause contains some background information for the study. 
[bookmark: _Toc521673809][bookmark: _Toc8426392]
1	Scope
The document:
· Investigates and identifies the security key issues for meeting the low latency requirement.
· Investigates and identifies the security key issues for meeting the ultra-high reliability requirement.
· Provides potential security requirements to address the identified security issues.
Provides the potential security solutions to support URLLC services.
***	END OF CHANGES	***

