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1	Decision/action requested
This contribution proposes a conclusion on key issue #4.1
2	References
[1]	TR 33.824 Study on Security for NR Integrated Access and Backhaul	
3	Rationale
This paper proposes a conclusion for KI #4.1.
The solution #4.1 fulfils all security requirements of Key Issue #4.1. Considering that the normative work for the IAB is being progressed in RAN WGs, it is important for SA3 to make conclusions on the key issues on which other WGs are dependent, as soon as possible.
4	Detailed proposal
It is proposed that SA3 approve the below pCR for inclusion in the TR 33.824 [1].

***** START OF FIRST CHANGES *****
[bookmark: _Toc3555647][bookmark: _Toc8427019]7.4.1	Key Issue #4.1: F1 interface security for IAB
F1 interface security for the wireline link between CU and DU is specified in TS 33.501. In IAB, the F1 interface is realized over a single hop or multiple hop wireless link(s). Since F1 interface is a logical interface between two end-points (i.e., CU and DU), the security for the F1 interface should be defined independently of the underlying transport medium (e.g., wireline, wireless, or single hop or multiple hops). Therefore, it is recommented that the solution #4.1 is used as the basis for normative work for F1 interfaces between IAB node and IAB-donor.
***** END OF FIRST CHANGES *****
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