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1
Decision/action requested

Approve this contribution to key issue #4 of TR 33.813.
2
References

[1]
3GPP TR 33.813
3
Rationale

The sections for security threats and security requirements in Key Issue #4 are still empty. This contribution proposes text for these two sections. 
4
Detailed proposal

pCR

***
BEGINNING of CHANGES
***

6.5 
Key Issue #4: Security and privacy aspects related to the solution for Network Slice specific access authentication and authorization
6.5.1
Description
In Rel-16, after mandatory primary authentication performed by MNO which is to control the access to MNO’s network, slice authentication may be needed to control the access to the specific slice service and to support User centric identifier and authentication.

-
Access control on slice service or slice resource: TR 23.740[2] on enhancement of Network Slicing includes studies on how to provide additional Network Slice Access authentication and authorization specific for the Network Slice. Network Slice Access may need to be controlled by entities besides MNO. 

-
User centric identifier and authentication: TR 22.904[1] aims to study the introduction of an optional, user-centric authentication layer on top of the existing subscription authentication, supporting various authentication mechanisms and interactions with external authentication systems as well as a degree of confidence. It gives some use cases including: Slice authentication by 3rd party. It mentions slice authentication can support user centric identifier and authentication apart from the MNO credential and authentication and thus allows users to have access to the specific slice service(e.g., different tires of gaming services) regardless of device used based on the user’s subscription to the slice service.

The access control to Network Slices requires additional authorization and authentication uses a User ID and credentials, different from the 3GPP subscription credentials (e.g. SUPI and credentials used for PLMN access) and that takes place after the primary authentication which is still required between the UE and the 5GS for PLMN access authorization and authentication.
This KI will address: Security and privacy aspects related to access control to Network Slices that require additional authorization and authentication including:
-
How to protect the security of the User ID and credentials in UE storage, transmission and network storage?

-
As the Network Slice Access may be controlled by entities besides MNO, how to protect the security of the interaction between the 3rd party entities and the network functions performing slice authorization and authentication. As well as the interaction between the network functions performing slice authorization and authentication and the related MNO NFs such as AMF, SMF or NSSF?
. 6.5.2
Security threats
Without confidentiality or integrity protection of the User ID and corresponding credentials, user privacy may leak and user data may be obtained by attackers. 
. 6.5.3
Potential security requirements
· 5G system shall support confidentiality protection of User ID and corresponding credentials 
· 5G system shall support integrity protection of User ID and corresponding credentials 
***
END OF CHANGES
***
