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1
Decision/action requested

Approve the solution pCR to address KI#3 Security features for NSaaS
2
References

[1]
3GPP TS 33.501 
3
Rationale

This contribution addresses the key issue #3 Security features for NSaaS
Genearal security options are identified so that they can be configured for a slice as part of NSaaS. These features are optional and anyway they do not have to be present in every slice. 
4
Detailed proposal

pCR 
***
BEGINNING of CHANGES
***
7.x
Solution #x Security features for NSaaS
7.x.1
Introduction

This solution addresses the Key Issue #3 Security features for NSaaS. 

7.x.2
Solution details


Whether a network slice requires slice-specific authentication can be configured for a slice during network slice provisioning.
7.x.3
Evaluation 

N.A. 
***
END of CHANGES
***

