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Decision/action requested

This contribution proposes a solution for the binding of a KSEAF to the network identity for standalone non-public networks
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Rationale

Standalone non-public networks will be uniquely identified by their PLMN ID and NPN ID (see accepted solution#1 in [3]) and depending on the stage 3 work may not even have a complete PLMN ID as part of their network identity. This identity needs to be input into the derivation of KSEAF from KAUSF to bind the key to the specific standalone non-public network. 
It is a stage 3 choice to define the actual format of the identity, e.g. not the complete PLMN ID may be used. Hence it is FFS whether to use the same KDF for deriving KSEAF as for regular 5G networks (see Annex A.6) of TS 33.501 [2] or a new Fc value. The final choice could be left to the normative phase. 
4
Detailed proposal

It is proposed that SA3 approve the below pCR for inclusion in the TR [1].
***** START OF CHANGES *****
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***** NEXT CHANGE *****

6.Y
Solution #Y: Binding standalone non-public network name into KSEAF derivation
6.Y.1
Introduction

This solution addresses Key Issue#1.X
.

6.Y.2
Solution details
Standalone non-public networks will be uniquely identified by their PLMN ID and NPN ID (see accepted solution#1 in [3]) and depending on the stage 3 work may not even have a complete PLMN ID as part of their network identity. This identity needs to be input into the derivation of KSEAF from KAUSF to bind the key to the specific standalone non-public network. 

It is a stage 3 choice to define the actual format of the identity, e.g. not the complete PLMN ID may be used. Hence it is FFS whether to use the same KDF for deriving KSEAF as for regular 5G networks (see Annex A.6) of TS 33.501 [xx] or a new Fc value. The final choice could be left to the normative phase. 
6.Y.3
Evaluation

TBD
***** END OF CHANGES *****
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