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1. Overall Description:

SA2 in the context of the FS_eNS study has taken the working assumption that the attached solution for Slice-Specific Secondary Authentication should be the approach taken for normative work.

Observation1: This solution is aligned with current secondary authentication procedure currently specified in 33.501 using EAP. Very minimal text need to be added to cover the Slice specific authentication at the end of primary authentication, based on the UE subscription data received from AUSF.

One open issue has been identified (as documented inside this attached document), related to the interaction of the NAS Registration procedure timers and the EAP procedures timer, as the EAP procedure is nested as per the proposal documented here.

Observation2: This open issue doesn’t have any security impact. It is up to CT1 to manage the timers. Based on the number of Slices the UE is getting Authenticated, the time required to complete the Authentication may need to be flexible. The current timer defined for the primary authentication and PDU session setup may not be sufficient.
SA2 would politely ask CT1 whether the approach proposed in this solution is acceptable or alternative approach using alternative message flows between UE and the AMF would be preferable.
2. Actions:

To CT1:
ACTION: 
Please take the above into account provide feedback as requested and any other feedback
To SA3:
ACTION: 
Please provide any feedback from a security standpoint.
Suggested feedback: SA3 do not see any security issue in managing a flexible timer to accommodate Slice specific secondary authentication nested inside the initial NAS Registration procedure. It is up to CT1 define a flexible timer mechanism considering the fact that one EAP Authentication between the server(belonging to a Slice) and the client(UE) may involve multiple rounds of challenge/responses. Hence the time required for Slice specific secondary authentication may differ from Slice to Slice.
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