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1	Decision/action requested
It is suggested to discuss and approve the proposed considerations on the SECAM of the virtualized network products.
2	References
	[1]  3GPP TR 33.916: “Security Assurance Methodology (SCAS) for 3GPP network products”
 	[2]  3GPP TR 33.805: “Study on security assurance methodology for 3GPP network products (Release 12)”
3	Rationale
The security assurance methodology 2 in the TR 33.805 is a general methodology and already considers virtualized network products in the design of the methodology. For example, the scope of evaluation in the clause 5.2.4.2.2.1 proposes that vendor A might package and commercialized its MME network product Z1 as an application only with the operator being responsible to provide the hardware and the virtualisation environment to run this MME network product. Based on the security assurance methodology in the TR 33.805, the SECAM of the physical network product was proposed in the TR 33.916. This document proposes to take the current SECAM as the basis of the SECAM for the 3GPP virtualized network products to reduce the complexity of studying new methodology and save the time. 
4	Detailed proposal
****************** Start of changes ******************
[bookmark: _Toc476648068][bookmark: _Toc530181009]4.0.2	Considerations on SECAM of the virtualized network products
The security assurance methodology study in TR 33.916 [1] is a general methodology and already considers virtualized network products in the design of the methodology. The biggest difference between virtualized network products and physical network products is that the former may be run on a common platform, while the latter has a private and exclusive platform. With the current SECAM as the basis, the present document aims to identify and address the gaps when applying the current SECAM to 3GPP virtualized network products as defined in clause 4.0.1.
****************** End of changes ******************

