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1
Decision/action requested

SA3 is kindly asked to approve of the below key issue related to eSBA to TR 33.855.
2
References

[1]
3GPP TR 33.855 v1.3.0 "Study on security aspects of the 5G Service Based Architecture (SBA)"
[2]
3GPP TR 23.742
v16.0.0
“Study on Enhancements to the Service-Based Architecture”

3
Rationale

It is proposed to add a new key issue to TR 33.855 [1] that studies the use of SCP on the consumer and/or producer side in roaming scenarios and security aspects when indirect communication is used between two NFs in such scenarios.
4
Detailed proposal

*** BEGIN CHANGES ***

4.A.A
Key Issue #A: Indirect communication in roaming scenarios
4.A.A.1
Issue description
When indirect mode of communication is used between two NFs in the roaming scenario, the two NFs do not connect with their respective SEPPs directly. The NFs communicates via the SCP. The SCP will have to establish a secure connection with the SEPP
In Rel-15, telescopic FQDN feature with wildcard certificate for SEPP is used to enable NFs to establish a TLS connection with the SEPP. Something similar may be needed between SCP and SEPP.
SA2 also allows both direct and indirect communications between NFs to co-exist within one and the same network.
The purpose of this key issue is to study the impact of Indirect communication between NFs in roaming scenarios.
4.A.A.2
Threat description

Not applicable
4.A.A.3
Potential security requirements
Not applicable
*** END CHANGES ***

