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1
Decision/action requested

In this box give a very clear / short /concise statement of what is wanted.
2
References

(Reference - in list form - should be made to previous related SA5/3GPP/etc. documents.)

(For changes against a draft TS/TR, a pseudo CR - a.k.a. pCR - will be provided using this Tdoc template. In this case, the number, name and version of the draft TS/TR used as base must be provided and the version must be the latest available version of the draft TS/TR.)

<Examples of references, please delete when you have inserted your actual references:

[1]
3GPP TS 33.819
3
Rationale

(With bullet points, describe the reasons for the proposed action. 
The objectives of the proposal should be clearly stated. 
Rejected alternative solutions should be mentioned if this aids understanding).

(For pseudo CR, the reason for change(s) and summary of change(s) must be clearly explained.)

4
Detailed proposal

(For pseudo CR, include the complete clause(s) or subclause(s) of the latest draft TS/TR to be modified, with clear clause and sub-clause headings included and all modifications shown with revision marks, unambiguously showing where the changes shall be made or inserted in the draft TS/TR. It is not sufficient to just state, for example, “add the following text to the draft TS/TR…”.)
6.X
Solution #X: Non-Certificate based UE authentication without an AAA-server
6.X.1
Introduction
Non-3GPP credentials can be classified as certificate-based, and non-certificate based.  None of the existing methods described in 33.501 provides support for non-certificate based UE authentication, a potential NPN deployment option. 
This solution addresses aspects of key issue #5.1 when non-3GPP credentials are used for non-certificate based UE authentication.

6.X.2
Solution details

For NPN-UE with non-certificate based UE credentials it is proposed to have a 2-phase authentication. It is assumed that the UE is able to verify a server certificate, but does not have an own certificate.

The UE connects to a standalone NPN for a first authentication phase. UE and AUSF establish a secure TLS tunnel after successful server certificate validation by the UE. In this deployment the AUSF let the UE know, which authentication method the UE is expected to use for the second authentication phase, by which the mutual trust is achieved. UE authenticates to the SNPN using the non-certificate based UE credentials. 
Editor’s Note: it is for FFS whether and how in an SNPN deployment the functionality of AUSF and UDM would need to be adapted for using non-certifcate based UE credentials within the SNPN.
6.X.3
Evaluation

FFS

