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Introduction

This P-CR proposes a reduced confidentiality protection key issue.

************************first change *******************************************

6.X
Key Issue #X: Reduced confidentiality protections for unauthenticated UEs using RLOS
6.X.1
Key issues details

When a UE attaches to a PLMN suing RLOS since there isn't any roaming relationship between the serving PLMN and HPLMN, it is not possible to provide the level of confidentiality protection designed for 3GPP networks.  Instead, a reduced confidentiality protection can be established on temporary basis.
6.X.2
Potential Security threats

The user's communication and interactions with RLOS and the follow-on services accessed via RLOS may be more readily be open to malicisous interception.
