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1
Action requested

It is proposed to approve the changes in clause 4 for addition to the FS_NR_IAB_Sec TR.
2
References

[1]
S3-190460: 
New SID on Security for NR Integrated Access and Backhaul

3
Rationale

This contribution proposes content for the scope clause based on the objectives of the corresponding SID [1].
4
Detailed proposal

It is proposed to approve the following changes for inclusion in the FS_NR_IAB_Sec TR.
***
BEGIN CHANGES
***

1
Scope
The scope of this study is the following:
- 
To study potential security threats and vulnerabilities that are applicable to the new IAB architecture specified by the RAN WGs (based on the RAN WID on NR_IAB (RP-182882)) and identify potential security requirements.
- 
To develop solutions to ensure that the IAB architecture as specified by the RAN work item (IAB_NR) do not introduce security vulnerabilities in 5G system and provide secure connection for the UEs connecting to the NR through IAB node(s).

-
To determine which solution(s) from the TR phase to document in normative specifications.
***
END OF CHANGES
***
