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1
Decision/action requested

A solution for authentication to Public network integrated NPN is provided.
2
References

3
Detailed proposal

(For pseudo CR, include the complete clause(s) or subclause(s) of the latest draft TS/TR to be modified, with clear clause and sub-clause headings included and all modifications shown with revision marks, unambiguously showing where the changes shall be made or inserted in the draft TS/TR. It is not sufficient to just state, for example, “add the following text to the draft TS/TR…”.)

*********** START OF CHANGE

6.X
Solution #X: UE authentication to Public Network integrated NPN 

6.X.1 
Introduction 

As agreed in S2-1902812 CR for 23.501, public network integrated NPNs are NPNs made available via PLMNs e.g. by means of dedicated DNNs, or by one (or more) Network Slice instances allocated for the NPN. The existing network slicing functionalities apply as described in clause 5.15 of 23.501 When an NPN is made available via a PLMN, then the UE has a subscription for the PLMN. 

As network slicing does not enable the possibility to prevent UEs from trying to access the network in areas which the UE is not allowed to use the Network Slice allocated for the NPN, Closed Access Groups (CAG) may optionally be used in addition to network slicing to apply access control. 

A Closed Access Group identifies a group of subscribers who are permitted to access one or more CAG cells associated to the CAG. CAG is used for the Public network integrated NPNs to prevent UE(s), which are not allowed to access the NPN via the associated cell(s), from automatically selecting and accessing the associated cell(s). 

6.X.2 
Solution details

If the Public Network integrated NPN is a dedicated DNN, secondary authentication as described in 33.501 for authentication to an external DN shall be applied.

If the Public Network integrated NPN is a Network Slice with the optional deployment of a CAG for access control, secondary authentication as described in 33.501 for authentication against an external DN shall be applied.

6.X.3 
Evaluation

This solution fulfils the requirement of Key Issue #2.3.
*********** END OF CHANGE
