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1. Overall description:
[bookmark: _Hlk529228477]Thank you for your Liaison Statement. TC Cyber notes with interest the progress of your work item X.5Gsec-q.

As you know, the QSC WG of ETSI TC Cyber has been working on standards to prepare for the impact of quantum computers for several years. Of particular interest to you may be

GR QSC 001 “Quantum-Safe Cryptography (QSC); Quantum-safe algorithmic framework”;
GR QSC 003 “Quantum-Safe Cryptography (QSC): Case studies and deployment scenarios”; and GR QSC 006 “Quantum-Safe Cryptography (QSC): Limits to quantum computing applied to symmetric key sizes”.

Between them they cover the topics in Chapter 10 and Appendix B of your document.

These documents are available from the ETSI webpages:

www.etsi.org/technologies-clusters/technologies/quantum-safe-cryptography	

2. Actions:
ITU SG17 is kindly requested to take the above into account.

3. Date of next meetings of the originator:
CYBER-QSC#10	15-16 January 2019, Sophia Antipolis
CYBER-QSC#11	24-25 April 2019, Sophia Antipolis
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